
 
 
 
 
 
 
 

 
 
 
 
 

 

Request under Freedom of Information Act 2000 
 
I am pleased to confirm the following. 
 
1. If your trust runs one or more A&E departments, could you please provide the total number of 
physical assaults on staff for each of the following time periods: 2018-2019 (or up until the most 
recent month), 2017-2018, 2016-2017, 2015-2016 and 2014-2015. Please release any readily available 
data-sets for these time periods.  
 
2014/15                      10 
2015/16                      4 
2016/17                      20 
2017/18                      6 
2018/19 (to date)    4 
 

2. If your trust runs one or more A&E departments, could you please provide the total number of 
non-physical assaults on staff for each of the following time periods: 2018-2019 (or up until the 
most recent month), 2017-2018, 2016-2017, 2015-2016 and 2014-2015. Please release any readily 
available data-sets.  
 
2014/15                      2 
2015/16                      12 
2016/17                      22 
2017/18                     3 
2018/19 (to date)     3 
 

3. If available, please provide a breakdown of the data for your whole trust, for the total number of 
physical assaults on staff by their profession (see below) for the following time periods: 2018-2019 
(or until the most recent month available), 2017-2018, 2016-2017, 2015-2016 and 2014-2015. Please 
release any readily available data-sets.  
 
Please find attached.  
 

4. If recorded, please provide a breakdown of the data for your whole trust, the total number of 
physical assaults on staff across the trust by aggravating factors (see below) for the following time 
periods: 2018-2019 (or until the most recent month available), 2017-2018, 2016-2017, 2015-2016 and 
2014-2015. Please release any readily available data-sets.  
 
Please find attached.  
 

5. Could you please provide the amount of money spent on private security guards for each of the 
following years 2018-2019 (or until the most recent month available), 2017-2018, 2016-2017, 2015-
2016 and 2014-2015. Please release any readily available data-sets.  
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15 - 16      £70.5k 
16 - 17      £144.8k 
17 - 18      £132.4k 
18 - Feb 19  £99.5k 

 

Could you also provide the amount of money total money spent on security measures (including 
but not exclusive to body cameras, CCTV, re-designing clinical environments, security staff, 
campaigns) for each of the following years: 2017-2018, (or until the most recent month available), 
2017-2018, 2016-2017, 2015-2016 and 2014-2015.  
 
The Trust does not record this information in a central location. To obtain this information would entail 
trawling through Trust documentation which would exceed the appropriate time limit. 
 
You are advised that this information is provided in accordance with the Freedom of Information Act 2000 
and is for your personal use. Any re-use of this information will be subject to copyright and the Re-Use of 
Public Sector Information Regulations (1st July 05) and authorisation from Milton Keynes Hospital NHS 
Foundation Trust will be required.  In the event of any re-use, the information must be reproduced 
accurately and not used in a misleading manner.  
 
If you are unhappy with the information received in response to this request, please address your complaint 
to the Patient Affairs Office at Milton Keynes Hospital NHS Foundation Trust, Standing Way, Eaglestone, 
Milton Keynes MK6 5LD. If, after exhausting our internal process, you are still unhappy with the information 
received, you may write to the Information Commissioner's Office, Wycliffe House, Water Lane, Wilmslow, 
Cheshire SK9 5AF. 
 
If you need any further assistance, please do not hesitate to contact us at the address above. 
 
Yours sincerely, 
 
 
Freedom Of Information Co-ordinator 
For and on behalf of Milton Keynes Hospital NHS Foundation Trust 
 

 
Any re-use of this information will be subject to the 

‘Re-use of Public Sector Information Regulations’ and best practice. 


